The excluded defense articles include constructions of metallic or non-metallic materials or combinations thereof specially designed to provide protection for military systems. The phrase “suitable for military use” applies to any articles or materials which have the level standard 0168.01 or above or National Standard 0168.01 or comparable national standard. This exclusion does not include military helmets, body armor, or other protective garments which may be exported IAW the terms of the AS or UK Treaty.

Note 12: Defense services or technical data specific to applied research (§125.4(c)(1) of this subchapter), design methodology (§125.4(c)(4) of this subchapter), engineering analysis (§125.4(c)(5) of this subchapter), or manufacturing know-how (§125.4(c)(6) of this subchapter) are not eligible for export under the Canadian exemptions. However, this exclusion does not include defense services or technical data specific to build-to-print as defined in §125.4(c)(1) of this subchapter, build/design-to specification as defined in §125.4(c)(2) of this subchapter, or basic research as defined in §125.4(c)(3) of this subchapter, or materials, data, or technical data used in the construction of military equipment or systems, if such construction is not for military purposes; and one-to-one replacement of any defective items parts or components, but excluding any modification, enhancement, upgrade or other form of alteration or improvement that changes the basic performance of the item of non-excluded defense articles which may be exported subject to other exclusions or terms of the Canadian exemptions.

Note 13: The term “libraries” (parametric technical databases) means a collection of technical information of a military nature, reference to which may enhance the performance of military equipment or systems.

Note 14: In order to utilize the authorized defense services under the Canadian exemption, the following must be complied with:
(a) The Canadian contractor and subcontractor must certify, in writing, to the U.S. exporter that the technical data and defense services being exported will be used only for an activity identified in Supplement No. 1 to part 126 of this subchapter and in accordance with §126.5 of this subchapter;
(b) A written arrangement between the U.S. exporter and the Canadian recipient must:
(1) Limit delivery of the defense articles being produced directly to an identified manufacturer in the United States registered in accordance with part 126 of this subchapter; a department or agency of the United States Federal Government; a Canadian-registered person authorized in writing to manufacture defense articles by and for the Government of Canada; a Canadian Federal, Provincial, or Territorial Government;
(2) Prohibit the disclosure of the technical data to any other contractor or subcontractor who is not a Canadian-registered person;
(3) Provide that any subcontract contain all the limitations of §126.5 of this subchapter;
(4) Require that the Canadian contractor, including subcontractors, destroy or return to the U.S. exporter in the United States all of the technical data exported pursuant to the contract or purchase order upon fulfillment of the contract, unless for use by a Canadian or United States Government entity that requires in writing the technical data be maintained. The U.S. exporter must be provided written certification that the technical data is being retained or destroyed; and
(5) Include a clause requiring that all documentation created from U.S. origin technical data contain the statement that, “This document contains technical data, the use of which is restricted by the U.S. Arms Export Control Act. This data has been provided in accordance with, and is subject to, the limitations specified in §126.5 of the International Traffic in Arms Regulations (ITAR). By accepting this data, the consignee agrees to honor the requirements of the ITAR.”
(c) The U.S. exporter must provide the Directorate of Defense Trade Controls a semi-annual report of all their on-going activities authorized under §126.5 of this subchapter. The report shall include the article(s) being produced; the end-user(s); the end-item into which the product is to be incorporated; the intended end-use of the product; the name and address of all the Canadian contractors and subcontractors.

Note 15: This exclusion does not apply to demining equipment in support of the clearance of landmines and unexploded ordnance for humanitarian purposes.

As used in this exclusion, “anti-personnel landmine” means any mine placed under, on, near the ground or other surface area, or delivered by artillery, rocket, mortar, or similar means or dropped from an aircraft and which is designed to be detonated or explode by the presence, proximity, or contact of a person; any device or material which is designed, constructed, or adapted to kill or injure and which functions unexpectedly when a person disturbs or approaches an apparently harmless object or performs an apparently safe act; any manually-emplaced munition or device designed to kill, injure, or damage which is activated by remote control or automatically after a lapse of time.

Note 16: The cluster munitions that are subject to this exclusion are set forth below:

The Convention on Cluster Munitions, signed December 3, 2008, and entered into force on August 1, 2010, defines a “cluster munition” as:
A conventional munition that is designed to disperse or release explosive submunitions each weighing less than 20 kilograms, and includes those explosive submunitions. Under the Convention, a “cluster munition” does not include the following munitions:
(a) A munition or submunition designed to disperse flares, smoke, pyrotechnics or chaff; or a munition designed exclusively for an air defense role;
(b) A munition or submunition designed to produce electrical or electronic effects;
(c) A munition that, in order to avoid indiscriminate area effects and the risks posed by unexploded submunitions, has all of the following characteristics:
(1) Each munition contains fewer than ten explosive submunitions;
(2) Each explosive submunition weighs more than four kilograms;
(3) Each explosive submunition is designed to detect and engage a single target object;
(4) Each explosive submunition is equipped with an electronic self-destruction mechanism; and
(5) Each explosive submunition is equipped with an electronic self-destabilizing feature.

Pursuant to U.S. law (Pub. L. 111–117, section 7055(b)), no military assistance shall be furnished for cluster munitions, no defense export license for cluster munitions may be issued, and no cluster munitions or cluster munitions technology shall be sold or transferred, unless:
(a) The submunitions of the cluster munitions, after arming, do not result in more than 1 percent unexploded ordnance across the range of intended operational environments; and
(b) The agreement applicable to the assistance, transfer or sale of such cluster munitions or cluster munitions technology specifies that the cluster munitions will only be used against clearly defined military targets and will not be used where civilians are known to be present or in areas normally inhabited by civilians.

Note 17: The radar systems described are controlled in USML Category X(Ia)(3)(ii) through (v). As used in this entry, the term “systems” includes equipment, devices, software, assemblies, modules, components, practices, processes, methods, approaches, schema, frameworks, and models. *An “X” in the chart indicates that the item is excluded from use under the exemption referenced in the top of the column. An item excluded in any one row is excluded regardless of whether other rows may contain a description that would include the item.*

[79 FR 27, Jan. 2, 2014]
§ 127.1 Violations.

(a) Without first obtaining the required license or other written approval from the Directorate of Defense Trade Controls, it is unlawful:

(1) To export or attempt to export from the United States any defense article or technical data or to furnish or attempt to furnish any defense service for which a license or written approval is required by this subchapter;

(2) To reexport or retransfer or attempt to reexport or retransfer any defense article, technical data, or defense service from one foreign end-user, end-use, or destination to another foreign end-user, end-use, or destination for which a license or written approval is required by this subchapter, including, as specified in §126.16(h) and §126.17(h) of this subchapter, any defense article, technical data, or defense service that was exported from the United States without a license pursuant to any exemption under this subchapter;

(3) To import or attempt to import any defense article whenever a license is required by this subchapter;

(4) To conspire to export, import, reexport, retransfer, furnish or cause to be exported, imported, reexported, retransferred or furnished, any defense article, technical data, or defense service for which a license or written approval is required by this subchapter; or

(5) To possess or attempt to possess any defense article with intent to export or transfer such defense article in violation of 22 U.S.C. 2778 and 2779, or any regulation, license, approval, or order issued thereunder.

(b) It is unlawful:

(1) To violate any of the terms or conditions of a license or approval granted pursuant to this subchapter, any exemption contained in this subchapter, or any rule or regulation contained in this subchapter;

(2) To engage in the business of brokering activities for which registration and a license or written approval is required by this subchapter without first registering or obtaining the required license or written approval from the Directorate of Defense Trade Controls. For the purposes of this subchapter, engaging in the business of brokering activities requires only one occasion of engaging in an activity as reflected in §129.2(b) of this subchapter.

(3) To engage in the United States in the business of either manufacturing or exporting defense articles or furnishing defense services without complying with the registration requirements. For the purposes of this subchapter, engaging in the business of manufacturing or exporting defense articles or furnishing defense services requires only one occasion of manufacturing or exporting a defense article or furnishing a defense service.

(c) Any person who is granted a license or other approval or acts pursuant to an exemption under this subchapter is responsible for the acts of employees, agents, brokers, and all authorized persons to whom possession of the defense article, which includes technical data, has been entrusted regarding the operation, use, possession, transportation, and handling of such defense article abroad. All persons abroad subject to U.S. jurisdiction who obtain custody of a defense article exported from the United States or produced under an agreement described in part 124 of this subchapter is responsible for the acts of employees, agents, brokers, and all authorized persons to whom possession of the defense article, which includes technical data, has been entrusted regarding the operation, use, possession, transportation, and handling of such defense article abroad. All persons abroad subject to U.S. jurisdiction who obtain custody of a defense article exported from the United States or produced under an agreement described in part 124 of this subchapter, and regardless of the number of intermediate transfers, are bound by the regulations of this subchapter in the same manner and to the same extent as the original owner or transferor.

(d) A person who is ineligible pursuant to §120.1(c)(2) of this subchapter, or a person with knowledge that another
§ 127.4 Authority of U.S. Immigration and Customs Enforcement and U.S. Customs and Border Protection officers.

(a) U.S. Immigration and Customs Enforcement and U.S. Customs and Border Protection officers may take appropriate action to ensure observance of this subchapter as to the export or the attempted export or the temporary import of any defense article or
technical data, including the inspection of loading or unloading of any vessel, vehicle, or aircraft. This applies whether the export is authorized by license or by written approval issued under this subchapter or by exemption. 

(b) U.S. Immigration and Customs Enforcement and U.S. Customs and Border Protection officers have the authority to investigate, detain or seize any export or attempted export of defense articles or technical data contrary to this subchapter.

(c) Upon the presentation to a U.S. Customs and Border Protection Officer of a license or written approval, or claim of an exemption, authorizing the export of any defense article, the customs officer may require the production of other relevant documents and information relating to the final export. This includes an invoice, order, packing list, shipping document, correspondence, instructions, and the documents otherwise required by the U.S. Customs and Border Protection or U.S. Immigration and Customs Enforcement.

(d) If an exemption under this subchapter is used or claimed to export, transfer, reexport or retransfer, furnish, or obtain a defense article, technical data, or defense service, law enforcement officers may rely upon the authorities noted, additional authority identified in the language of the exemption, and any other lawful means or authorities to investigate such a matter.

[70 FR 50965, Aug. 29, 2005, as amended at 77 FR 16642, Mar. 21, 2012]

§ 127.6 Seizure and forfeiture in attempts at illegal exports.

(a) An attempt to export from the United States any defense articles in violation of the provisions of this subchapter constitutes an offense punishable under section 401 of title 22 of the United States Code. Whenever it is known or there is probable cause to believe that any defense article is intended to be or is being or has been exported or removed from the United States in violation of law, such article and any vessel, vehicle or aircraft involved in such attempt is subject to seizure, forfeiture and disposition as provided in section 401 of title 22 of the United States Code.

(b) Similarly, an attempt to violate any of the conditions under which a temporary export or temporary import license was issued pursuant to this subchapter or to violate the requirements of §123.2 of this subchapter also constitutes an offense punishable under section 401 of title 22 of the United States Code, and such article, together with any vessel, vehicle or aircraft involved in any such attempt is subject to seizure, forfeiture, and disposition as provided in section 401 of title 22 of the United States Code.

§ 127.7 Debarment.

(a) Administrative debarment. In implementing section 38 of the Arms Export Control Act, the Assistant Secretary of State for Political-Military Affairs may debar and thereby prohibit any person from participating directly or indirectly in any activities that are subject to this subchapter for any of the reasons listed below. Any such prohibition is referred to as an administrative debarment for purposes of this subchapter. The Assistant Secretary of State for Political-Military Affairs shall determine the appropriate period of time for administrative debarment, which generally shall be for a period of three years. Reinstatement is not automatic, however, and in all cases the
Debarred persons must submit a request for reinstatement and be approved for reinstatement before engaging in any activities subject to this subchapter. (See part 128 of this subchapter for administrative procedures.)

(b) Statutory debarment. Section 38(g)(4) of the Arms Export Control Act prohibits the issuance of licenses to persons who have been convicted of violating the U.S. criminal statutes enumerated in section 38(g)(1) of the Arms Export Control Act. Discretionary authority to issue licenses is provided, but only if certain statutory requirements are met. It is the policy of the Department of State not to consider applications for licenses or requests for approvals involving any person who has been convicted of violating the Arms Export Control Act or convicted of conspiracy to violate that Act for a three year period following conviction. Such individuals shall be notified in writing that they are statutorily debarred pursuant to this policy. A list of persons who have been convicted of such offenses and debarred for this reason shall be published periodically in the Federal Register. Statutory debarment in such cases is based solely upon the outcome of a criminal proceeding, conducted by a court of the United States, that established guilt beyond a reasonable doubt in accordance with procedures of part 128 of this subchapter.

(c) Grounds. (1) The basis for statutory debarment, as described in paragraph (b) of this section, is any conviction for violating the Arms Export Control Act (see §127.3) or any conspiracy to violate the Arms Export Control Act.

(2) The basis for administrative debarment, as described in paragraph (a) of this section and in part 128 of this subchapter, is any violation of 22 U.S.C. 2778 or any rule or regulation issued thereunder when such a violation is of such a character as to provide a reasonable basis for the Directorate of Defense Trade Controls to believe that the violator cannot be relied upon to comply with the statute or these rules or regulations in the future, and when such violation is established in accordance with part 128 of this subchapter.

(d) Appeals. Any person who is ineligible pursuant to paragraph (b) of this section may appeal to the Under Secretary of State for Arms Control and International Security for reconsideration of the eligibility determination. The procedures specified in §128.13 of this subchapter will be used in submitting a reconsideration appeal.

[78 FR 52689, Aug. 26, 2013]

§ 127.10 Civil penalty.

(a) The Assistant Secretary of State for Political-Military Affairs is authorized to impose a civil penalty in an amount not to exceed that authorized by 22 U.S.C. 2778, 2779a, and 2780 for each violation of 22 U.S.C. 2778, 2779a, and 2780, or any regulation, order, license, or written approval issued thereunder. This civil penalty may be either in addition to, or in lieu of, any other liability or penalty which may be imposed.

(b) The Directorate of Defense Trade Controls may make:

(1) The payment of a civil penalty under this section or

(2) The completion of any administrative action pursuant to this part 127 or 128 of this subchapter a prior condition for the issuance, restoration, or continuing validity of any export license or other approval.

§ 127.11 Past violations.

(a) Presumption of denial. Pursuant to section 38 of the Arms Export Control Act, licenses or other approvals may not be granted to persons who have been convicted of violating any of the U.S. criminal statutes enumerated in §120.27 of this subchapter or who are ineligible to receive any export licenses from any agency of the U.S. Government, subject to a narrowly defined statutory exception. This provision establishes a presumption of denial for licenses or other approvals involving such persons. This presumption is applied by the Directorate of Defense Trade Controls to all persons convicted or deemed ineligible in this manner since the effective date of the Arms Export Control Act (Public Law 94–329; 90 Stat. 729) (June 30, 1976).

(b) Policy. An exception to the policy of the Department of State to deny applications for licenses or other approvals that involve persons described in paragraph (a) of this section shall not be considered unless there are extraordinary circumstances surrounding the conviction or ineligibility to export, and only if the applicant demonstrates, to the satisfaction of the Assistant Secretary of State for Political-Military Affairs, that the applicant has taken appropriate steps to mitigate any law enforcement and other legitimate concerns, and to deal with the causes that resulted in the conviction, ineligibility, or debarment. Any person described in paragraph (a) of this section who wishes to request consideration of any application must explain, in a letter to the Deputy Assistant Secretary of State for Defense Trade Controls, the reasons why the application should be considered. If the Assistant Secretary of State for Political-Military Affairs concludes that the application and written explanation have sufficient merit, the Assistant Secretary shall consult with the Office of the Legal Adviser and the Department of the Treasury regarding law enforcement concerns, and may also request the views of other departments, including the Department of Justice. If the Directorate of Defense Trade Controls does grant the license or other approval, subsequent applications from the same person need not repeat the information previously provided but should instead refer to the favorable decision.

(c) Debarred persons. Persons debarred pursuant to §127.7(c) (statutory debarment) may not utilize the procedures provided by this section while the debarment is in force. Such persons may utilize only the procedures provided by §127.7(d) of this part.

[71 FR 20550, Apr. 21, 2006, as amended at 79 FR 8088, Feb. 11, 2014]

§ 127.12 Voluntary disclosures.

(a) General policy. The Department strongly encourages the disclosure of information to the Directorate of Defense Trade Controls by persons (see §120.14 of this subchapter) that believe they may have violated any export control provision of the Arms Export Control Act, or any regulation, order, license, or other authorization issued under the authority of the Arms Export Control Act. The Department may consider a voluntary disclosure as a mitigating factor in determining the administrative penalties, if any, that should be imposed. Failure to report a violation may result in circumstances detrimental to U.S. national security and foreign policy interests, and will be an adverse factor in determining the appropriate disposition of such violations.

(b) Limitations. (1) The provisions of this section apply only when information is provided to the Directorate of Defense Trade Controls for its review in determining whether to take administrative action under part 128 of this subchapter concerning a violation of the export control provisions of the Arms Export Control Act and these regulations.

(2) The provisions of this section apply only when information is received by the Directorate of Defense Trade Controls for review prior to such time that either the Department of State or any other agency, bureau, or department of the United States Government obtains knowledge of either the same or substantially similar information from another source and commences an investigation or inquiry that involves that information, and that is intended to determine whether the Arms Export Control Act or these
(3) The violation(s) in question, despite the voluntary nature of the disclosure, may merit penalties, administrative actions, sanctions, or referrals to the Department of Justice to consider criminal prosecution. In the latter case, the Directorate of Defense Trade Controls will notify the Department of Justice of the voluntary nature of the disclosure, although the Department of Justice is not required to give that fact any weight. The Directorate of Defense Trade Controls has the sole discretion to consider whether "voluntary disclosure," in context with other relevant information in a particular case, should be a mitigating factor in determining what, if any, administrative action will be imposed. Some of the mitigating factors the Directorate of Defense Trade Controls may consider are:

(i) Whether the transaction would have been authorized, and under what conditions, had a proper license request been made;

(ii) Why the violation occurred;

(iii) The degree of cooperation with the ensuing investigation;

(iv) Whether the person has instituted or improved an internal compliance program to reduce the likelihood of future violation;

(v) Whether the person making the disclosure did so with the full knowledge and authorization of the person’s senior management. (If not, then the Directorate will not deem the disclosure voluntary as covered in this section.)

(4) The provisions of this section do not, nor should they be relied on to, create, confer, or grant any rights, benefits, privileges, or protection enforceable at law or in equity by any person in any civil, criminal, administrative, or other matter.

(5) Nothing in this section shall be interpreted to negate or lessen the affirmative duty pursuant to §§126.1(e), 126.16(h)(5), and 126.17(h)(5) of this subchapter upon persons to inform the Directorate of Defense Trade Controls of the actual or final sale, export, retransfer, reexport, or retensor of a defense article, technical data, or defense service to any country referred to in §126.1 of this subchapter, any citizen of such country, or any person acting on its behalf.

(c) Notification. (1) Any person wanting to disclose information that constitutes a voluntary disclosure should, in the manner outlined below, initially notify the Directorate of Defense Trade Controls immediately after a violation is discovered and then conduct a thorough review of all defense trade transactions where a violation is suspected.

(i) If the notification does not contain all the information required by 127.12(c)(2) of this section, a full disclosure must be submitted within 60 calendar days of the notification, or the Directorate of Defense Trade Controls will not deem the notification to qualify as a voluntary disclosure.

(ii) If the person is unable to provide a full disclosure within the 60 calendar day deadline, an empowered official (see §120.25 of this subchapter) or a senior officer may request an extension of time in writing. A request for an extension must specify what information required by §127.12(c)(2) of this section could not be immediately provided and the reasons why.

(iii) Before approving an extension of time to provide the full disclosure, the Directorate of Defense Trade Controls may require the requester to certify in writing that they will provide the full disclosure within a specific time period.

(iv) Failure to provide a full disclosure within a reasonable time may result in a decision by the Directorate of Defense Trade Controls not to consider the notification as a mitigating factor in determining the appropriate disposition of the violation. In addition, the Directorate of Defense Trade Controls may direct the requester to furnish all relevant information surrounding the violation.

(2) Notification of a violation must be in writing and should include the following information:

(i) A precise description of the nature and extent of the violation (e.g., an unauthorized shipment, doing business with a party denied U.S. export privileges, etc.).
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(ii) The exact circumstances surrounding the violation (a thorough explanation of why, when, where, and how the violation occurred);

(iii) The complete identities and addresses of all persons known or suspected to be involved in the activities giving rise to the violation (including mailing, shipping, and e-mail addresses; telephone and fax/facsimile numbers; and any other known identifying information);

(iv) Department of State license numbers, exemption citation, or description of any other authorization, if applicable;

(v) U.S. Munitions List category and subcategory, product description, quantity, and characteristics or technological capability of the hardware, technical data or defense service involved;

(vi) A description of corrective actions already undertaken that clearly identifies the new compliance initiatives implemented to address the causes of the violations set forth in the voluntary disclosure and any internal disciplinary action taken; and how these corrective actions are designed to deter those particular violations from occurring again;

(vii) The name and address of the person making the disclosure and a point of contact, if different, should further information be needed.

(3) Factors to be addressed in the voluntary disclosure include, for example, whether the violation was intentional or inadvertent; the degree to which the person responsible for the violation was familiar with the laws and regulations, and whether the person was the subject of prior administrative or criminal action under the AECA; whether the violations are systemic; and the details of compliance measures, processes and programs, including training, that were in place to prevent such violations, if any. In addition to immediately providing written notification, persons are strongly urged to conduct a thorough review of all export-related transactions where a possible violation is suspected.

(d) Documentation. The written disclosure should be accompanied by copies of substantiating documents. Where appropriate, the documentation should include, but not be limited to:

(1) Licensing documents (e.g., license applications, export licenses, and end-user statements), exemption citation, or other authorization description, if any;

(2) Shipping documents (e.g., Electronic Export Information filing, including the Internal Transaction Number, air waybills, and bills of laden, invoices, and any other associated documents); and

(3) Any other relevant documents must be retained by the person making the disclosure until the Directorate of Defense Trade Controls requests them or until a final decision on the disclosed information has been made.

(e) Certification. A certification must be submitted stating that all of the representations made in connection with the voluntary disclosure are true and correct to the best of that person’s knowledge and belief. Certifications should be executed by an empowered official (See § 120.25 of this subchapter), or by a senior officer (e.g. chief executive officer, president, vice-president, comptroller, treasurer, general counsel, or member of the board of directors). If the violation is a major violation, reveals a systemic pattern of violations, or reflects the absence of an effective compliance program, the Directorate of Defense Trade Controls may require that such certification be made by a senior officer of the company.

(f) Oral presentations. Oral presentation is generally not necessary to augment the written presentation. However, if the person making the disclosure believes a meeting is desirable, a request should be included with the written presentation.
